
 

   

 

 
 
 

The XXI Conference of the Italian Chapter of AIS 

Using Technology in Disaster Management and 

Communication 

Recent disasters, both natural and human-made, have highlighted the importance of technology in supporting disaster 

management and communication and, ultimately, how technology promises to strengthen societal resilience amid 

disasters. The use of contact-tracing apps during the COVID-19 pandemic, social media to share and access real-time 

information about 2023 California wildfires, are only two recent examples. 

In the last decade, scholarship has particularly focused on so called “digital technologies” for collecting and sharing 

disaster-related information, including social media (Eismann et al., 2021; Kaufhold et al., 2020; Simon et al., 2015), 

mobile technology (Tan et al., 2017), IoT (Khan et al., 2020), or crowdsourcing platforms for leveraging collective 

intelligence (e.g., Ushahidi). Sustained scholarly attention has also been on traditional research areas in IS, which face 

unique challenges in the disaster management context. For example, information-sharing related issues (Allen et al., 

2014), information flow and availability (Day et al., 2009), privacy concerns related to the use of technology during 

disasters (Sanfilippo et al., 2020) and interorganizational information flow (Jung & Park, 2016), as well as ontologies 

(Amailef & Lu, 2013) and data models for disaster events (Chen et al., 2013). 

This conference track focuses on the pivotal role of IS in enhancing disaster management. Particularly, we are interested 

in research in the context of both natural and human-made disasters, such as earthquakes, flooding, social unrest, terrorist 

attacks, active shooting scenarios. Additionally, we are interested in "cyber-incidents” and “cyber-disasters,” which refer 

to cyberattacks that can significantly disrupt essential services and the critical infrastructure. This encompasses 

cyberattacks that exploit vulnerabilities exposed by disaster, such as weaker cybersecurity (i.e., “data looting”), the higher 

psychological vulnerability of the population, or vulnerabilities in disaster management and communication technology, 

such as the 2019 FEMA Survivor Privacy Incident1.  

The track aims to explore the latest technologies and strategies for disaster preparedness, response, recovery, and 

mitigation. It welcomes interdisciplinary contributions and submissions on the development and use of technologies that 

can improve disaster management, thereby enhancing societal resilience. 

 

Track main topics 

 

This track is open to full research papers as well as research-in-progress papers. Topics relevant to the track include, but 

are not limited to: 

• Early Warning and Risk Assessment: Research on designing effective early warning systems and strategies 

for personal risk assessment. For example, behaviorally-informed design of emergency apps, including the use 

of digital nudges and persuasive technology solutions, information display, personalized emergency notifications 

(e.g., to address special populations), with the final goal of increasing compliance with authority guidelines 

during emergencies. 

• Disaster Mitigation, Management, and Response: Research on the use of digital technologies for disaster 

mitigation. In particular, how technology can support public authorities or non-government organizations in 

resource allocation, information sharing, and find effective course of actions to manage disasters (e.g., decision 

support systems).  

• Emergency-Related Data Ecosystems: Research on the development, recombination, and use of data streams 

for detecting and reporting disasters. This includes studies focusing on ontology development, data management, 

 

1 https://www.fema.gov/survivor-privacy-incident 
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IoT. It also includes opportunities to generate valuable emergency-related data, such as through crowdsourcing 

or open-data repositories.  

• Cyber-disasters and incidents: Research on cyberthreats and cyber security events, including attacks to the 

cyber-infrastructure as an instrument of warfare to precipitate conventional disasters, such as inciting social 

unrests, or ransomware or phishing attacks, particularly those targeting governmental bodies of first responders 

organizations (e.g., 2017 WannaCry ransomware attack). 
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Track Co-Chairs (one table for each track chair) 
(From 2 up to 4 co-chairs; at least one international co-chair; no more than 2 Italian co-chairs; the first one is considered 

the primary contact of the track) 

Name – Surname Dario Bonaretti 

Title Dr. 

E-mail dbonaret@nova.edu 

Affiliation Nova Southeastern University 

Short bio  Dario Bonaretti is an Associate Professor of Decision Sciences at Nova 

Southeastern University in Fort Lauderdale, Florida. His research focus is on how 

technology can support emergency management and communication, which has 

been published on journals such as the International journal of Disaster and Risk 

Reduction, Business and Business and Information Systems Engineering, and 

presented at conferences such as the International Conference on Information 

Systems..  

 

Name – Surname Marcin Bartosiak 

Title Dr. 

E-mail marcin.bartosiak@unipv.it 

Affiliation University of Pavia 

Short bio  Marcin Bartosiak is an Assistant Professor at the University of Pavia's Department 

of Economics and Management, holds a Ph.D. in Economics and Management of 

Technology. A visiting scholar at Sauder School of Business (University of British 

Columbia) and EM Strasbourg Business School, he also conducted research at 

Louisiana State University. Marcin’s expertise lies in persuasive technology, digital 

nudging, and artificial intelligence. He serves as the Co-chair of the Augmented 

Human Intelligence & Digital Ergonomics Lab at the Institute for Transformative 

Innovation Research in Pavia. His scholarly contributions have been featured in 

publications such as the European Journal of Information Systems, Information & 

Management, Harvard Business Review, and Tourism Management. 
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Name – Surname Diana Fischer-Pressler 

Title Dr. 

E-mail diana.fischer-pressler@fb3.fra-uas.de 

Affiliation Frankfurt University of Applied Science 

Short bio  Diana Fischer-Preßler is a Postdoctoral researcher at the University of Applied 

Science Frankfurt and at the Fraunhofer Institute in Heilbronn. Her research focuses 

on the effective use of technology in disaster management and has been published 

in IS conference and journal outlets such as Information & Management, Business 

& Information Systems Engineering, or Computers in Human Behavior. 
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Track Program Committee Members 
 

Name Affiliation Country email 

Josue Kuika Watat HISP Centre & Department of 

Informatics, University of Oslo 

Norway josuekw@ifi.uio.no 

Artur Modliński  University of Lodz Poland artur.modlinski@uni.lodz.pl 

Damian Kędziora Lappeenranta-Lahti University 

of Technology 

Finland damian.kedziora@lut.fi 

Vanessa D’Amario Nova Southeastern University, 

College of Osteopathic 

Medicine, Department of 

Health Informatics 

United States  vdamario@nova.edu 

Alessandro 

Margherita 

University of Salento Italy alessandro.margherita@unisalento.it 

Tara S. Jungersen Nova Southeastern University, 

College of Psychology 

United States tara.jungersen@nova.edu 

 

 

NB: Please note that if your proposal gets accepted, the information provided in this form will be used as public material 

for promotion and advertising purposes.  
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